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KNOW YOUR CUSTOh/TI'R (I(YC) AND ANTI-MONEY LAUNDERING (AN{L)

POLICY

OF

N'IEGHDOOT Nlercantile PRIVATE LIMITED

l.Introduction

The Reserve Bank of Inclia (RIII) has issuecl guiclelines on Knorv Your Customer (KYC)

norns and Anti-Monev Launclering (AML) standalcls. which rnandate that all

Non-Banhing Financial Cornpanies (NBFCs) tbrmulate ancl aclopt stritable policies rvith

the approval of their Boalrl o[' Directors. Meghdoot N4ercantile Private Limitecl ("the

Compauy" or "Meghcioot"). as a Regulatecl Entity, is obligatecl to contplv rvitir tl-rese

directives.

This policy ("KYC-AML Policy" or "Policy") is tian-red in :rccordance rvith:

' The RBI Master Directicx.r - Knou, Youl Cr-rstomer (KYC) Direction, 2016, as

notifiecl via DBR.ANIL.BC.No.8l/14.01 .00120f5-16 dated Febrr,rary 25,2016.

along with sLrbsequent ainencl-ncnts or re-enactments.

. The Prevention of Money Laundering Act,2002 ('Act" or "pMLA").

' The Preventiorr of Money-launclering (Maintenance of llecorcls) Rules, 2005

("Rules").

' Other relevitnt lltri,s. resirlations. irnrl gLriclelinr's. inclLrcling FATCA/CRS and

CKYCR requirenrents.

The Board of Directors of Meghcloot Mercantile Private Limited ("Boarcl") has approvecl

this KYC-AML Policy. T'l.re primary objectives of this policy Lrre ro:

L ldentify and nndet'stancl custon.iers ancl their financial dealings ef]'ectivety.

2. Manage risks pruder"rtly to ensnre the integrity of the Company's operations.

3. Prevent the Comparry from being used, intentionally or nnintentionally. by

crirninal elements for n'tone1, laLrnclering, terrorist financin_9, or other unlawful

activities.
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2. Applicability

This Policy applies to all offlces. briinches. clepartments, employees, ancl authorizecl

represeutatives of Meghcioot involvecl in ciealing with customers and their flnancial

transactions. It applies to the onboarcling process of customers throLrgh various channels,

inclucling physical (face-to-face) interactions. cligital/on-line platfonns (mobile app ancl

web-based platforms), ancl any outsoulced or third-party ar-rangements relatecl to

customer identilicatio n anc[ r,eri 1icati on"

3. Delinitions

For the purposes of this Policy. tlie follorving delinitions apply:

Aadhaar number: As clefined in clause (a) of section 2 of the Aacll'raar (Targetecl

Delivery of Financiltl ancl Other Subsiclies, Benefits, ancl Services) Act.2016 (i8

of 2016).

Authentication Q\aclhaar): The process clelinecl uncler sub-section (c) of sectior.r

2 of the Aaclhaal Act. involi.'ing vcrilication o1' clenro-uraphic ancl/or biornetric

data.

Customer: A pcrsotr who is engageclin a flnancial transactiou or activity u,ith the

Company, antl includes a person on r,vhose behall another is acting.

Act (PMLA) and Rules: llefers to the Prevention of Money Lanndering Act,

2002 and the Prevention of Monev-hundering (Maintenance of Recorcls) Rules,

2005, inclucling all anrs-nclmenls and notiiications issLrecl thereuncler.

Customer Due Diligence (CDD): The process of identitying ancl verifying the

customer's iclentity anrl, whele applicable, the benelicial olvner(s). ancl

understancling the pLlrpose aucl rntencled nature of the business relationship.
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Central KYC l(ecorcls Registry (CKYCR): An entity clelineci under Rule

2(1Xaa) of the Rr-rles to receive. stole, sa1'egualcl ancl retrieve KYC recorcls in

cligital form.

Digital KYC: The process of capturing the live photo of the cLtstonrer, along rvith

scans/images of Offcially Valid Docunlents (OVDs) or ecluivalent e-clocuments,

the proof of possession of Aacliraar (where oflline verilication cannot be carrieci

out), and the geo-coordinates (latitucle and longitude) of the location where the

photo is taken by ;ur arLthorizecl ofllcer. Digital I(YC must be concluctecl as per

provisions contained in tlre PMLA ancl applicable lLrles/clirections.

Digital Signature: IIas the meaning assigned to it in ciause (p) of- srib-section (1)

of Section 2 of the Infbrmation Technology Act. 2000 (21 of 2000).

Equivalent e-documeut: An electlonic equivalent of an OVD, issr-red by the

docurnent's issuing allthority rvith a valicl cligital signatnle, including documents

issued to the clrstomer's digital locker account uncler tl-re Inforrr-ration Technology

(Preservation and Retention of Inf'ormation by h"rtermediaries Providing Digital

Locker Facilities) Rules, 2016.

KYC Identifier (CKYClf nurnber): Tl're nniqLre number or code assigned by the

Central KYC Recorcls Registry to a custon-ier.

Officially Yalid i)octunent (OVD): Passport, clriving license. proof of possessiorr

of Aadhaar (mas1<ed Aadhaar), Voter's Identity Card, job calcl issuecl by NREGA

duly signed by a State Government officer, ancl letter issued by the National

Population Register containing name and address details. In case Aadhaar is usecl

as OVD, it may be' sr.ibr.riitted in such fonr as issuecl by tlie Unique Identification

Authority of India (UtDAI).

Digital Platforrn: The rnobile application ancl/or web-based platform tlrrongh

which the Company provides personal loans and advances to customers.

Principal Oflicer (FO): An ofhcer nominatecl try the Cornpan,v rvho shall be

responsible for'1un-rislring infbnnation under n-rle 8 of the Rules, reporting
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suspiciotls trattsite:tiotts to FIU-IND. ancl ensurin,g overall compliance with

PMLA directives.

Transaction: Includes a wide range of linancial activities such as accollnt

opening, deposits" u,itlrclrawals, exchanges. transfers of funcls (in any cllrrclcy,

thloLrgh any itrstrtuneut or electronic means). Lrse of a saf-ety cleposit box,

fiduciary relationsliips. paynlents mlirle or receivecl uncler contractLral obligations,

and formation of legal persons or afrar]gements.

Video-based Custortter Identification Process (V-CIP): A process where ap

ar-rthorized ofhcial of tl're Cornpan,l, r-rnclertakes searnless. secLlrc, reirl-tirne.

consent-basecl iiuclio-visr.tal interaction with the customer to obtain identilication

itlfor:mation, verill' clocunrents requirecl for CDD, ancl ascertain the veracity of the

informatiorl ftlrtrisht'ct by the ctistomer. V-CIP is treatecl as a 1ace-to-tace process

for the purpose of rhis Policy.

4. Elements of the KYC-AIIL Policv

The company's KYC-AML Policy rcsts on the lollowing logr key elcmelts:

1. Customer Acceptance Policy (CAp)

2. Customer Idcntiiic:rtion procedure (CIp)

3. Monitoring of Transactions

4. Risk Managemcrri

5. Customer Acceptance Policy (CAp)

The Customer Acceptance Policy oLrtlines thc manner in rvhich the Company will accept

cllstomers. Key aspects inclr_rde:

No Anonymous or Fictitious Accounts: The Company will not open accorults or

disburse loatts in anorlymolrs, fictitious, ol benami names, or if the iclentity of the

cllstomer cannot bc r,cri[recl.

the
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Customer Identity Verilication: Customers will be acceptecl only after verifying

their identities as per the CDD process. If aclequate CDD cannot be carriecl out

due to non-cooperation or r.rnreliable information, the relationship will not be

established.

Compliance rvith CIID lbr Transactions: No transaction or irccount-basecl

relationship rvill be commenced without fbllowing the prescribecl CDD

procedures.

Mandatory KYC lntbnnation: Tirc mandatorl, infbrmation reqLrilecl lor KYC

purposes must be coilcctetl at the time of account opening and Lrpclatecl

periodically as manclated by regulations.

Optional Infbrmation: Aclditional intbrmation beyoncl what is ntandated may be

collected only with the custunrer's cxplicit consr-nt ancl not as a conclitior-r for

opening the acconr-rt.

Third-Party Representttion: Where a clrstomer acts on behalf of another, clear

guidelines witl be irnplemerrtecl. ensuring corlrpliance with applicable lalvs (e.g..

accounts operatecl bv nt'tncl'ttes or intcrmediaries actirlg in ficluciary capacities).

Sanction List Screening: The Company shall impiement robust screening

against sanctions lists circulatecl by the RBI or other regulatory/sovernmenf

authorities to ensurc: that no sanctionecl inclividual or entity is onboarcied.

Customer-Friendly Approach: While ensuring compliance, the Company shall

be nlindful trot to incont'euience senuilre and bona fide customers, and will not

deter or discrirninate against financially or socially clisadvantagecl sections fror-n

accessing finlrncill srn ic'cs.

6. Customer Identification Procedure (CIP) and Customer Due Diligence (CDD)

Customer Identifi cation :

Customer Identification involvcs verifying the customer's identity based or-r reliable,

independent documents, clata, or inforrnation. The objective is to be fr-illy satislied that
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the customer is who they clairn to be. The Corr-rpany slrall collect sufiicient infonnation to

undelstand the natr.rre of' the customer's activities and the pllrpose and intended natule of

the relationship.

Customer Due Diligencc (CDD) Procedure:

For establishing an accor-rnt-baseci relatiouship, the Cornpany sl-rall obtain:

(A) Proof of Identity (POI)

' Scan/Image of 1he IAN card or the equivalent e-clocuntent thereof must be

uploaded on the Cotnpany's Digital Platform iLt the tirne of onboarding. PAI'I

serves as a crucial identity velification document.

(B) Proof of Address (POA)

. Scan/Lnage of anv ONE of tlle following to be trploadecl on the Digital Platforn.r:

1. Passport c'ir thc equivalent e-document thereof

2. Voter Identity Carc-lor the eqrLivalent e-clocurlent thercof

3. Maskecl UIDAI card (Aadluar) or the ecprivalent e-clocrrment thereof

contain i n-9 dctai l s of i cletrt itl, rnd adclres s

' Address Mismatch Protocol: If, clnring subsequent physical firce-to-fhce KYC

veriflcation (triggerecl r'r,hen thc curnulative loan anronnt disbursecl to a borrorver

in a Iinancial yetrr exceeds n certairi threshold an-tour-rt, as deterntined by the

Company), it is fotind that the address mentioned in the submitted OVD does not

match the cttrrent resiclence adclress of the cnstomer, the customer n-iust

mandatorily provicle a current resiclent adclress proof. Acceptable current address

proofs inchtcle Ilenl Agreentent. Utilitl, llills tElectricity. 'l-elephone, Post-paid

Mobile, Pipeci Gas, Water), or Municipal Tax Receipt.

(C) Real-Time Selfic
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Customers mLtst calltlu'c a real-tirnc seltie clur:tng tire loan application process

through the Company's mobile application. This ensures authenticity ancl

prevents impersonttion b1, r,erilying that tl-re customer is present in rettl-time.

CDD Measures Basecl on Risk and I-oan Amount:

If the total bolr:owed atnount by a single borrower', whethel in one or rnultiple

tranches, exceecls INR [-li- in a financial veal, the Conrpany shall conciuct

enhanced CDD, which nli.ry inclucle physical face-to-face verillcation or

Vjdeo-based C Lr ston.ie r lclcnti ll cation Pr oce s s (V-CIP ).

OTP-Based e-KYC:

The Company may operl accolrnts Lrsing OTP-bascd e-KYC in non-face-to-tace

mode, subject to conditions irnposecl by the RBI, such as:

" Obtainin-e the r:Llslotncr's explicit consent fbr OTP-blLsed authentication.

" Restricting tJre aggreuate anlount of tcrnr loans sanctionccl in a financial

year when Lrsin-q OTP-based KYC to nor exceecl lNll{ 60,000.

' Obtainirtg tl-ie customer's declaration that no other acconnt has been or

will be openccl using OTP-based I(YC rvith tl're Company or another

fi naneirrl irr:titrrtiou.

' Marking such accounts as opcnecl via OTP-basecl e-KYC in CKYCR ancl

updating status upon completion of firll CDD.

Video-based Customer Identification Process (V-CIP):

The Company ma)/ Ltndertake V-CP fbr establishing accor-urt-baseci relationsi-rips,

subject to:

. Infbrmecl consent tront the customer'.

' Verilicittion ol' I)AN ancl Aaclhaar through ofHine nrethocls. ensnrir-rg the

generation clate of the Aadhaar XML file/QIL cocle is rvithin thlee days of

the V-CIP.
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. Recording lir.,e video and capturing a clear irr-rage of the customer holding

tlieir PAN carcl (unlcss o-PAN is usecl).

" Geo-taggiitg the customer's location to ensure presence in Inclia.

. Conclucting ;cal-tinre interactions with clynamic qr-restionmg to rule out

pre-recolded sessions.

. Runnin_q il conclrrrent auclit of the V-CP process befbre activtrtion of the

accoLlnt.

" Ensuring lobust data seeLLrity" encryption. and r-nirintaining logs with

credentials o1' the ollicial condLrcting the interaction.

Redaction of Aadhaar Nurnbcr:

. The Companv irlrsl. cnsLn'c eonrpliance lvith Section 16 of relevrint Aaclhaar

legulations and must redact/blacliout the Aacihaar nuinbel in all recorcis.

Use of Advanced Tcchnologics:

. The Company is oncoirragecl to leverage AI, lacial recognition, ancl otirer

aclvanced technologies to strengthen the inte-erity of the iclentification process.

However, the ultinate responsibility fbr accurate CDD rests with the Company.

Unique Customer Identilication Code (UCIC):

r { UCIC shall be assi,uned to every customer to help track multiple relationships

and ensure tl-rat the custorrer's iclentity is consiste ntly establishecl across prociLrcts

and services.

' 7. Monitoring of Tlansactions

Ongoing Monitoring:

' Ongoing transliction monitoring is critical. Off,cials nrust urnclerstancl the

customer's typical transactionirl behavior to identify cleviations that could indicate

suspicious activitics.
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Unusual Transactions:

Special attention shoulcl be given to large, complex. or unusual transactions that

do not have an apparent lawful purpose. Transactions that xppexr inconsistent

with the customer's knorvn proflie should trigger sclutiny.

Threshold Limits and Alerts:

The Company may set intelial threshold limits fol transactions ancl sclr.rtinize all

transactions tl-rat exceecl these iimits. Cash transactions that are large and

inconsistent r.vith :-1 cLrstorler's regular activity prolile are recl flags.

High-Risk Accounts:

High-risk customer ilccollnts will be subject to enhanced rnor-ritoring measrlres,

The frequency anci intensity of monitoring depencl on the assessecl risk category.

Periodic Risk Review:

The Company shall perioclically review and re-categorize customer risk profiles

based on transactionaI patterns ancl relevant risk inclicators. This helps ensure that

enhanced due cliligenco nreaslu-es rlre appliecl appropriately as the risk profile

evolves.

8. Risk Management

Risk-Based Approach:

The Company adopts a risk-based approach (RBA) for assessing and managing money

laundering (ML) and terrorist linancing (TF) risks. Cnstomers are broaclly classified into

Low, Medium, ancl High ris)<. considering factors such as:

Credit evaluation ar-id repaymer-rt l-iistory.

Nature and location of custonrer's activities.

Country of oligin, sources of funcls, ancl client charactcristics.
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. Volume, value, ancl patteln of transactions.

Annual Risk Assessment:

' The Company shzrll concluct an annuai risk assessment for ML/TF and clocument

the flndings.

' The results will be presentecl to the Board of Directors or a clelegateci ar.rthority

and made available to rcgulatory autl-rorities llpolt request.

' Controls and proceclures shall be perioclically reviewed for efficacy, ancl

improvements implementeci as necessary.

9. Appointment of Principal Oflicer (PO)

Principal Officer Rcsponsibilities:

' The Company shall appoint a Pr:incipal Officer at a senior management level whcr

will: 
oversee tl.re monitoring ancl rep.rting of all transactions.

Furnish rt-cluisite inlonnation to the Director of FIU-IND and releyant

regulatory bodies.

Maintain liaison with enfolcement agencies, other NBFCs, and financial

institutions.

' The narle, designrtion, and aclclress of the PO shall be communicatecl to FIU-IND

and/or RBI.

10. Reporting to Financial Intelligcnce Unit-India (FIU-IND)

Regulatory Reporting:

' Pursuant to Section l2 of the PMLA and Rule 3 of the Rules, the Company must

report certain prescribeci transactior-rs (cash and suspicious) to the Director,

FIU-IND.
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' Infonnation related to transnctions mentionecl in clause (A), (B), and (BA) of

Sub-rule (1) of Ruic 3 of tl're PML Rules rnust be subrnittecl by the 15th of the

succeeding month.

' Information on transiictions clescribecl in clause (D) of Strb-rr-rle (1) of Rule 3

(suspicious tratrsactions) shoLrlcl be reported to FIU-IND within seven working

days frorn the clatc ol'cleterrnining the suspicion.

Confldentiality and Non-I)isclosure:

' The Company ancl its er.nployees rnLrst mirintain strict conficientiality regardin_u the

fact of reportitig and the contents of the reports.

' No "NIL" reports at'e requirecl rvhele no cash or strspicious transirctions took

place during a reporting period.

Delayed Reporting:

' Any delay or inltccunicv irr re-polting bcyond the specified tir-ne limit is consiclerecl

a separate contraventiotr fbr eacli clay of delay.

11. Appointrnent of Desigtiited Ilirector

Designated Director Reslronsibilities :

' The Board shall appoint a Designated Directol to ensllre compJiance with

AML/CFT obligations.

' The Designated Dircctor shoulcl be in senior mauagement or an equivalent

position.

. The Plincipal Ofllcel cannot bc the Dcsigr-ratecl Director.

' The name, desi-{nlLtion. tncl adclress of thc Designatecl Director shall be

communicatecl to FIU-IND.

12. Record Maintenancc anrl Prescn,ation
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Record Retention:

' The Company is reclLrirecl to maintain recorcls of all transactions refelretl to i1

Section 12(1Xa) o1'PMLA ancl llLrie 3 of the Rules 1'or a periocl of five years from

the date of the transaction.

' Records of tI-re ider-rtitl and aclclress of custonrers must be rnaintainecl for five

years after the busine ss telationship encls or the i-iccount is closecl, rvl-richever is

1ater.

' Other recorcls not relatecl clilectly to iclentity or transactions rnust be retainecl for

at least five years fiont the clate of tlic r.ecord.

Destruction of Records :

' Each department shall nraintain a clestmction register uncler the custody of a

senior managemertt ol-liccr. The register shall inclLrcic cletails of recorcls destroyecl

and the approvin,u ol'hcer's name ancl designation.

Data Accessibility and Security:

' The Compar-ry shall intplentent;.r robLrst systern 1br ntaintaining both harcl ancl sofi

copies of recorcls, ensuring ejJte ie nt r.u-tr.it val Ltiton l.cqLlest by regulatory

authorities.

' Records shall be stolecl secru'elv to prevent unauthorizecl access or tamperin_q.

13. Compliance with C KY {l R, I, A*.1' CA/C I{S Re c1uirc nrents

CKYCR Compliance:

' As per RBI directions. tlre Corr.ipany shall uploacl KYC data to the Central KyC

Records Registry (CKYCR) for all new indiviclual accolrnts openecl on or after

November 1,2016.

' The Company shall also m:rintrrin KYC chta fol existing clrstomers in cligital

format and upclate loan epplication fonns to align with RBl-prescribecl tentplates.

FATCA/CRS Compliancc:
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. The Cornpany shall ensLrrc 11r11 compliance with the Common Reporting

Standards (CRS) gLricielines, as issued by RBI anrl the Government of IncJia fiom

time to time.

L4. Money Laundering and Terrorist Financing (N{L/TF) Risk Assessrncnt

. The Company will conclLrct an annnal ML/TF lisl< assessment ancl clocument the

process, methoclolo-ey. ancl lincli n_qs.

. The results will be placecl belore the Board or clelegatecl aLrthorities anci rnacle

available to tegttlatot-1r s1 5slf--pe,tLrlatciry bodies ttpolt reqllest.

o I Risk-Basecl ApprorLch (RBA) ensnres that policies, controls, ancl plocedures to

manage and mitigate risks are approved by the Boarcl ancl continurously monitored

for eft-ectiveness.

15. Reliance on Third-Prrtl,IJtre Dilisence

. The Company may rely on tltircl-party CDD if:

" The thilcl parlv plovicles necessary CDD informatior-r u,ithin seven days.

. The Cornpany obtains copies of iclentiflcation clata ancl otl-ier c-locuments

relating to the client's CDD upon request.

" The thircl party is regulated, supervisecl. or monitorecl ancl adheres tcr

recorct-keeping and CDD stanclards ecluil,alent to the Cor-npany's.

. The thircl party is rrot basecl in a high-r'isk coLrntry or jLrriscliction.

. Despite reliance on thircl parties, r,rltinrtrte responsibility for CDD ancl AML/CFT

compliance rests with the Corr"rpany.

16. Technology and Secrrrit5' Nleasures

. The Company rvill r-rse seclrre, end-to-encl encryptecl platforms for digital KYC

processes, etrsuring no tantPeriu,e or uuattthorizecl access.

. Adequate softlvare antl secLility auclits shall be contlLrctecl to n'iaintain the integrity

of the V-CIP ancl other c-l(YC processes.

Page 13 of l5



The Company shal1

information, such as

privacy.

comply u,ith clata privacy laws and rrask/reciact sensitive

Aaclhaar nuntbcls. to maintirin conficlentiality ancl customer

17. Tfaining and Ernployee Awareness

The Companl, sh:rl1 conclLrct on_going tr-ainilg Pl'ogr.in-ls fbr cmployees ancl

authorized personnel to ensule they unclerstancl KYC/AML legulations,

processes, ancl their role in cletecting and preventing money laundering ancl

terrorist financiur.

Tlaining shall corer the identilication of suspicious activities, rcgulatory changes,

and the importance oI erclheling to the Policy.

18. Review of Policy

This Policy shall be ro,iewecl pcriodically (at least irnnLrally) or upon significant

regulatory chan-9es.

Any changes or u1;clates to the Policy shall be approved by the Boarcl of Directors.

The Company will ensLrre thirt the Policy rernains cLrrrent, conrplehensive, ancl

fully cornpliant rvitl'r plcvailing lar's ancl re-{ulatory expectations.

19. Effective Date

This KYC-AML Policy is e1}-cctive fiom the c-late of apploval by the Boarcl of

Directors ancl shall retrain in fbrce until revised or supersecled by a subseqr-rent

version.

20. Conclusion

This comprehensive KYC-AN'IL I']olicy erlsLrres that Meghcloot Mercaltile Private

Limited adheres to ail applicable legal and regr-rlatory requirements. By integratin-e

rigorous cttstotner iclentif icatioll meirsLlres, coutir-rLrous trausaction r-nonitoring, robust risk

management, and stlict recortl-lieeping ancl reporting obligations, the Policy saf'egr-rarcls
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the Company's reputation. prevents misuse ol its services, ancl promotes financial

inclusion responsibly,

All employees, representatives. ancl ofhcers of the Company are reqLrired to comply with

this Policy. The ultinuLte responsibility for the implementation of the KYC-AML

framework rests with tlre Boarcl of Dilectors ancl senior rnauagement. who shall ensure

that the Cotnpany's systetns rurcl plocesses remain el1'ective, clynamic, ancl in alignment

with regulatorv expectations.

Approved by the Board of Directors of Meghdoot Mercantile Private Limited on

20th June, 2024.

Fc, ]IEG}{DOOT }TEBCANTIIE (P) LTD.

fu"v
DMECTOR
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